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This month’s articles include:

Patent and Trademark Office Electronic Priority Document Exchange Program

U.S. Trade Representative Decision to Elevate Chile to Special Priority Watch List

Simplified Network Application Process Redesign
USPTO BEGINS NEW ELECTRONIC PRIORITY DOCUMENT EXCHANGE PROGRAM

On January 16, 2007, the United States Patent and Trademark Office, along with the European Patent Office (EPO), implemented a new service to allow certified copies of patent application priority documents to be exchanged between the two offices electronically. Priority documents have to be filed when applicants wish to claim an earlier application filing date in one patent office based on a prior filing in another. The new service, which is free of charge to applicants, is the result of a 2005 agreement between the USPTO and the European Patent Office. Priority document exchange will get underway between the USPTO and the Japan Patent Office (JPO) later this year. Information on how to use the system can be found below. 

Under the Paris Convention for the Protection of Industrial Property, a treaty that provides a number of important rights for innovators, a patent applicant may file an application in one Paris Convention member country (the priority document), and within 12 months, file corresponding applications in other member countries, while obtaining the benefit of the first application's filing date. This 12-month period allows applicants to make important decisions about where to file subsequent applications to seek protection for their inventions. Paris Convention filings are a critical component in many applicants' global business and patenting strategies and represent a substantial portion of worldwide patent activity. In order to obtain the benefit of an earlier filing, however, applicants are generally required to file paper copies of the priority document in each of the later-filing offices at their own expense. The new service allows the USPTO and EPO, with appropriate permissions, to obtain electronic copies of priority documents filed with the other office from its electronic records management system at no cost to the applicant. 

This electronic exchange of copies of priority documents promotes sharing of information between the intellectual property offices and reduces the administrative costs associated with handling paper copies of priority documents and scanning them into the offices' electronic image record management systems. 

Forms (PTO/SB/38 and PTO/SB/39) and instructions are available on the USPTO's Web site: http://www.uspto.gov/web/forms/index.html#patent . Applicants are strongly encouraged to check the Patent Application Information Retrieval (PAIR) system to determine whether the USPTO successfully retrieved the priority document. The applicant will be notified if the retrieval attempt is unsuccessful and that a paper copy of the certified copy of the priority document must be provided before the U.S. application issues as a patent. 

For further information, see Federal Register Notice: http://www.uspto.gov/web/offices/com/sol/notices/72fr1664.pdf
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INTERNATIONAL INTELLECTUAL  PROPERTY ALLIANCE
SUPPORTS U.S. TRADE REPRESENTATIVE’S  DECISION
 TO ELEVATE CHILE TO SPECIAL 301 “PRIORITY WATCH LIST”

By Eric H. Smith, www.iipsa.com
The International Intellectual Property Alliance (IIPA) supports the January 8, 2007 announcement by U.S. Trade Representative Susan Schwab to elevate Chile to the Special 301 Priority Watch List in light of continuing problems with piracy, inadequate legal protections and poor enforcement present in Chile’s current intellectual property rights system. IIPA recommended to USTR in September 2006 that Chile be elevated to the Priority Watch List, given both the lack of progress on combating piracy and the slow process of legislative copyright reform. The current situation is particularly disturbing given that Chile was the first U.S. trading partner in the Americas to sign a Free Trade Agreement (FTA) which provides a high level of copyright and enforcement obligations.

IIPA and its members hope that continued, close bilateral engagement on copyright issues will produce results in the Chilean laws and enforcement structures such that legitimate copyright markets in Chile can grow. We believe that the Chilean government should engage in several simultaneous measures to improve effective copyright protection, including a public declaration expressing the political will to fight piracy on a national level and announcing specific actions to support such a campaign. We look forward to Chile’s full implementation of its FTA copyright and enforcement obligations (both in-law and in-practice), improved criminal enforcement of piracy cases which result in deterrence, swifter civil litigation practices including an improved civil ex parte search remedy, and more effective border measures to intercept pirated and contraband materials.

The International Intellectual Property Alliance (IIPA) is a coalition of seven trade associations representing U.S. copyright-based industries in bilateral and multilateral efforts to open up foreign markets closed by piracy and other market access barriers. These member associations represent over 1,900 U.S. companies producing and distributing materials protected by copyright laws throughout the world—all types of computer software, including business applications software and entertainment software (such as videogame discs and cartridges, personal computer CDROMs, and multimedia products); theatrical films, television programs, DVDs and home video and digital representations of audiovisual works; music, records, CDs, and audiocassettes; and textbooks, trade books, reference and professional publications and journals (in both electronic and print media).

IIPA’s September 15, 2006 recommendation to USTR to elevate Chile to the Special 301 “priority watch list” is posted at http://www.iipa.com/pdf/IIPA%20Chile%20301%20OCR%20submission%20FINAL%2009152006.pdf
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SIMPLIFIED NETWORK APPLICATION  PROCESS REDESIGN

Edited from the Feb. 2007 Edition of IOMA’s Managing Imports & Exports©, Reprinted with Permission
K THE EXPERTS

MIE’s “Ask the Experts” team—Alan Gaudio, Robert Imbriani, and Joseph Zodl, consultants for Unz & Co, answer readers’ import- or export-related questions. This month’s column features a Bureau of Industry & Security (BIS) Q&A on its redesigned online export licensing application, the Simplified Network Application Process Redesign (SNAP-R). SNAP-R includes enhanced security, the ability to attach supporting documentation electronically, user access rights, and the ability for BIS licensing officers to view work items and supporting documents electronically. Readers may submit questions to: cdhorner@ioma.com. Readers wishing to “Ask the Experts” other export- or import-related questions can submit them to the editor at cdhorner@ioma.com.

QUESTION: I see the term “work item” being used often in the SNAP-R documentation and in the application itself. What is a work item?

ANSWER: A work item is one of the four types of submissions— applications for export licenses, applications for re-export licenses, requests for commodity classifications, and requests for agriculture exception notices— that can be made through SNAP-R.

QUESTION: I understand that SNAP-R allows a user to upload documents and attach them to work items or message responses. What formats does BIS currently accept?

ANSWER: Presently, BIS only accepts PDF (Portable Document Format) documents. This requirement guarantees that BIS employees can view any submitted document, since BIS does not have access to the numerous specialized pieces of software that exporters or manufacturers use to generate their documentation. In addition, the possibility of virus transmission with formats such as Microsoft Word poses a security concern.

QUESTION: Is the messaging system secure?

ANSWER: All communications between your browser and SNAP-R are encrypted, as are all communications between BIS employees and SNAP-R. Your browser should indicate that it is communicating using the secure HTTP protocol (“https”). In Internet Explorer 6.0, this is indicated by an icon of a closed padlock on your Web browser’s status bar at the bottom right of the window. For other browsers, see the help documentation to determine how it indicates secure communication.
Back to list
1
International Business Articles – February 2007


